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Patient Representative


Purpose

It is the responsibility of all employees of The Women’s Community Clinic to protect the confidentiality of information related to its clients.  

Therefore employees will use reasonable measures to verify the identity and authority of all individuals requesting information about a patient or client.  If employees are faced with a situation where there is an imminent threat to the safety of the public or a person this verification requirement does not apply and employees may disclose information to a law enforcement official or another person with the ability to lessen the threat. 

Copies of documents, statements and representations supporting the request will be maintained for 6 years (CA requires 7 years, and is more stringent).

Definition

Reasonable measures means employees will take the following actions if the requestor is not known to them:

1. Checking picture identifications and agency identification badges to verify identity, or

2. Use of other credentials or proof of government status, 

3. Collect copies of any documentation verifying the identity or authority of an individual,

4. Document oral or written representations when appropriate.

Procedures for: 

Verification of Public Officials

1. Verification of Identity:

· If in person, require the presentation of an agency identification badge, other credentials, or other proof of government status

· If in writing, check that the request is on appropriate government letterhead and obtain a copy.

· If the disclosure is to a person acting on behalf of a public official, obtain copies of any of the following: 

· a written statement on appropriate government letterhead indicating that the person is acting under the government’s authority or 

· other evidence or documentation of agency, such as a contract for services, memorandum of understanding, or purchase order, that establishes that the person is acting on behalf of the public official.

2. Verification of Authority:

· Obtain copies of any written statements of the legal authority under which the information is requested, or if a written statement would be impracticable, document an oral statement of such legal authority, or

· Obtain copies of documentation in support of a request made pursuant to legal process, warrant, subpoena, order, or other legal process issued by a grand jury or a judicial or administrative tribunal is presumed to constitute legal authority.

3. Complete the “Request for PHI” form and attach any supporting documentation, file in master file and retain documentation for a period of 6 years. (CA is more stringent and requires 7 years)

1. Name of individual

2. Agency

3. Check the verification of identity box

4. Check the verification of authority box

5. Date range of access provided

6. Purpose of access (health oversight audit, immunization audit, etc.)

4. Record an “Accounting of Disclosure on the Disclosure History of each individual whose information is accessed.

Verification of Persons Assisting in an Individuals Care

1. If the individual is present and has the capacity to make health care decisions: 

· Obtain the individuals agreement and document the relationship and the agreement to release information – this can be done by allowing the patient to agree to add the individual to the registration form or the form entitled, “Individuals Involved in My Care and for Notification Purposes”

· Provide an opportunity for the individual to object to the disclosure, if the individual objects document the objection in the medical record in a prominent place where others will see it.

· If the agreement can not be obtained in writing, document the following in the medical record” “In the exercise of professional judgment it is determined that the individual does not object”.

2. If the individual is not present:

· Check the patients registration information to verify that the individual is listed on the form, “Individuals Involved in My Care and for Notification Purposes”

· Check a valid picture identification to ensure that this is one of the individuals listed.

· If the individual is not listed – attempt to verify authority by phoning the patient and documenting the response.  Document the agreement on a “Request for Protected Health Information Form.”

3. If the individual is not capable of agreeing

· Check the patient records for an “Advanced Directive” or other documentation authorizing the individual to act as a personal representative of the patient.

4. Complete a “Request for Protected Health Information” and attach any supporting documentation and file in the patients record.

Verification of an Individual Requesting Access To Their Own Protected Health Information

If patient is not known to employees require presentation of a valid picture identification card.

Verification of a Personal Representative

California law provides a definition of a patients “representative” in the California Health and Safety Code §123105(e):  "Patient's representative" or "representative" means a parent or the guardian of a minor who is a patient, or the guardian or conservator of the person of an adult patient, or the beneficiary or personal representative of a deceased patient. 

1. Verification of identity:

If the individual, who is representing the client/patient, is not known to employees, then the employees/staff are to verify identification through a drivers license or other photo id.

2. Verification of Authority:

Obtain copies of any of the following:

· Require a power of attorney; or 

· Require a health care directive, or

· Ask questions to determine that an adult acting for a young child has the requisite relationship to the child.

· Obtain any court ordered documentation pertaining to the relationship (evidence of foster parent or legal guardianship, etc.)

· If the individual is deceased require documentation to support personal representation: executor, administrator, trustee, or other authorization of law to act on the behalf of the deceased individual or the individual’s estate.

3. Complete a “Request for PHI” form and place it in the patients record with supporting documentation attached.

Verification of Identity and Authority of Next of Kin

Require documentation verifying the individual’s lawful authorization to act on behalf of the decedent.  (Example: Legal documentation identifying the individual as the executor or trustee of the estate of the decedent, etc.)
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